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COMMUNICATION THEFT

 Any person who commits the offense of communication theft is guilty of a crime.


For you to find the defendant guilty of this offense, the state must have proven beyond a reasonable doubt the existence of the following essential elements:

[Part A:

(1) that the defendant knowingly [acquired] [transmitted] [retransmitted] a communication service;

and

(2) that the defendant acted with the intent to defraud a communication service provider of any lawful compensation for providing a communication service.]

or

[Part B:

(1) that the defendant knowingly [made] [distributed] [possessed with intent to distribute] [used] [modified] [programmed] [reprogrammed] a communication device in such a manner that it was [designed] [adapted for use] [used] to [acquire] [transmit] [retransmit] a communication service;

and

(2) that the defendant acted with the intent to defraud a communication service provider of any lawful compensation for providing a communication service.]

or

[Part C:

(1) that the defendant knowingly [made] [maintained] a [modification] [alteration] to a communication device installed with the express authorization of a communication service provider, for the purpose of intercepting a program or other service carried by such provider that the defendant is not authorized by the provider to receive;

and

(2) that the defendant acted with the intent to defraud a communication service provider of any lawful compensation for providing a communication service.]

or

[Part D:

(1) that the defendant knowingly [made] [maintained] connections, whether physical, electrical, acoustical or by any other means, with cables, wires, components or other devices used for the distribution of communication services, without the authority of the communication service provider;

and

(2) that the defendant acted with the intent to defraud a communication service provider of any lawful compensation for providing a communication service.]

or

[Part E:

(1) That the defendant knowingly [sold] [possessed] [offered for sale] [delivered to another]
(A) a communications device or unlawful access device, or plans or instructions for making the same, under circumstances evincing an intent to [use the communications device] [use the unlawful access device] [allow the communications device to be used] [allow the unlawful access device to be used] for the purpose of [here insert the applicable action described in element one of Parts A, B, C, or D, above];

or

(B) material, including hardware, cables, tools, data, computer software or other information or equipment, knowing that the purchaser or a third person intends to use the material in the manufacture or development of [a communications device] [an unlawful access device];

and

(2) that the defendant acted with the intent to defraud a communication service provider of any lawful compensation for providing a communication service.]

or

[Part F:

(1) that the defendant knowingly published the number or code of an existing, cancelled, revoked or nonexistent telephone number, credit number or other credit device, or method of numbering or coding which is employed in the issuance of telephone numbers, credit numbers or other credit devices knowing that it may be used to avoid the payment of any lawful telephone or telegraph toll charge under circumstances evincing an intent to have the telephone number, credit number, credit device or method of numbering or coding so used;

and

(2) that the defendant acted with the intent to defraud a communication service provider of any lawful compensation for providing a communication service.]

 “Communication device” means any:

(A) machine, equipment, technology or software that is capable of intercepting, transmitting, re-transmitting, decrypting or receiving a communication service, or any part thereof; or

(B) computer circuit or chip, electronic mechanism or other component that is capable of facilitating the interception, transmission, re-transmission, decryption or reception of any communication service.

”Communication service” means any service lawfully provided for a charge or compensation to facilitate the lawful origination, transmission, emission or reception of signs, signals, data, writings, images and sounds or intelligence of any nature by telephone of any type, wire, wireless, radio, electromagnetic, photoelectronic or photo-optical systems, networks or facilities; and any service lawfully provided for a charge or compensation by any radio, photo-optical, electromagnetic, photoelectronic, electric power, fiber optic, cable television, satellite, microwave, data transmission, wireless or internet-based distribution system, network or facility, including, but not limited to, any and all electronic data, video, audio, internet access, telephonic, microwave and radio communications, transmissions, signals and services, and any such communications, transmissions, signals and services lawfully provided directly or indirectly by or through any of the aforementioned systems, networks or facilities.

“Communication service provider” means any person or entity:

(A) Providing a communication service, whether directly or indirectly  as a reseller, which, for a fee, supplies the facility, cell site, mobile telephone switching office or other equipment or communication service;

(B) Owning or operating any fiber optic, photo-optical, electromagnetic, photoelectronic, cable television, satellite, internet-based, telephone, wireless, microwave, data transmission or radio distribution system, network, or facility; or

(C) Providing any communication service directly or indirectly by or through any such distribution systems, networks or facilities.

“Intent to defraud” means a person uses, in whole or in part, deceit, trickery, misrepresentation or subterfuge for the purpose of depriving a communication service provider of the lawful compensation to which it is entitled for providing a communication service.

 “Multipurpose device” means a communication device that is capable of more than one (1) function, at least one (1) of which is lawful, and includes any component thereof, and any plans or instructions for developing or making such a device or any component thereof.

“Unlawful access device” means any type of machine, equipment, technology or software which is primarily designed, manufactured, sold, possessed, used or advertised, for the purpose of defeating or circumventing any effective technology, device or software, or any component or part thereof, used by the provider, owner or licensee of any communication service or of any data, audio or video programs or transmissions, to protect any communication, data, audio or video services, programs or transmissions from unauthorized receipt, decryption, communication, transmission or re-transmission.


"Knowingly" means that a person acts knowingly with respect to the conduct or to circumstances surrounding the conduct when the person is aware of the nature of the conduct or that the circumstances exist.  A person acts knowingly with respect to a result of the person's conduct when the person is aware that the conduct is reasonably certain to cause the result.


The requirement of "knowingly" is also established if it is shown that the defendant acted intentionally.


"Intentionally" means a person acts intentionally with respect to the nature of the conduct or to a result of the conduct when it is the person's conscious objective or desire to engage in the conduct or cause the result.
[The trial judge should now instruct the jury with respect to fixing the value of the communication services taken.  See T.P.I. – Crim. 11.03(a), Fixing value.]


